Date: 

To: Peasler@nvenergy.com, Tsanchez@NVEnergy.com, kballmann@NVEnergy.Com, Skoon@NVEnergy.com, Pkaleta@NVEnergy.com, Gsmith@NVEnergy.com 
  





re: [property address]

NOTICE TO BE IMMEDIATELY PLACED ON THE DELAY LIST AND ALSO NOTICE OF NO CONSENT TO TRESPASS AND SURVEILLANCE,

NOTICE OF LIABILITY TO NEVADA ENERGY, NEVADA                       POWER AND/OR THEIR AGENTS ET AL.
Dear Misters Easler, Sanchez, Koon and Kaleta [and NV Energy their agents, officers, employees, contractors and interested parties]:

First:  Immediately place the above referenced property on the current delay list, failure to honor this request or attempt to harass, coerce or otherwise try to intimidate this request, will result in an immediately complaint filed with NV Public utilities Commission, AND;

Be advised, you and all other parties are hereby denied consent for installation and use of any and all “Smart Meters” or any other surveillance and activity monitoring device, or devices, at the above property.  Installation and use of any surveillance and activity monitoring device that sends and receives communications technology is hereby refused and prohibited.  Informed consent is legally required for installation of any surveillance device and any device that will collect and transmit private and personal data to undisclosed and unauthorized parties for undisclosed and unauthorized purposes. Authorization for sharing of personal and private information may only be given by the originator and subject of that information. That authorization is hereby denied and refused with regard to the above property and all its occupants. “Smart Meters” violate the law and cause endangerment to residents by the following factors:


1. They individually identify electrical devices inside the home and record when they are operated causing invasion of privacy.


2. They monitor household activity and occupancy in violation of rights and domestic security.


3. They transmit wireless signals which may be intercepted by unauthorized and unknown parties. Those signals can be used to monitor behavior and occupancy and they can be used by criminals to aid criminal activity against the occupants.


4. Data about occupant’s daily habits and activities are collected, recorded and stored in permanent databases which are accessed by parties not authorized or invited to know and share that private data by those who’s activities were recorded. Nor are we being told for how long you are storing this information.


5. Those with access to the smart meter databases can review a permanent history of household activities complete with calendar and time-of-day metrics to gain a highly invasive and detailed view of the lives of the occupants.


6. Those databases may be shared with, or fall into the hands of criminals, blackmailers, corrupt law enforcement, private hackers of wireless transmissions, power company employees, and other unidentified parties who may act against the interests of the occupants under metered surveillance.


7. “Smart Meters” are, by definition, surveillance devices which violate Federal and State wiretapping laws by recording and storing databases of private and personal activities and behaviors without the consent or knowledge of those people who are monitored.


8. It is possible for example, with analysis of certain “Smart Meter” data, for unauthorized and distant parties to determine medical conditions, sexual activities, physical locations of persons within the home, vacancy patterns and personal information and habits of the occupants.


9. Your company has not adequately disclosed the particular recording and transmission capabilities of the smart meter, or the extent of the data that will be recorded, stored and shared, or the purposes to which the data will and will not be put.

10. Electromagnetic and Radio Frequency energy contamination from smart meters exceeds allowable safe and healthful limits for domestic environments as determined by the EPA and other scientific programs.
11. In addition I have health conditions that warrant avoidance of any type of devices that emit electromagnetic and/or radio frequencies.  Nor have there been any independent peer reviewed long term test results ever been provided that clearly verify that these devices have no long term exposure harm associated with them.

12.   Either yourselves or your agents/employees have repeatedly stated that the FCC says these devices are safe. "They do create RF emissions, very low RF emissions," Smith says. "Our meters are all FCC certified. So the federal government controls the standard around smart meter safety."  Gary Smith, Program Director for Smart Meters, on the Heidi Harris Show. “The FCC does not have the expertise to evaluate whether the standard (RF safety limits) is appropriate.” (Julius Knapp, Director of FCC Office of Engineering and Technology in response to Congressman Kucinich’s question whether the FCC’s RF safety standards are appropriate to protect children and vulnerable adults and others Sept. 25, 2008 Congressional Hearing.)

13. CIA Director James Woolsey calls Smart grid “Stupid” due to National Security problems caused by so-called smart meters. http://www.energynow.com/video/2011/08/10/preview-mix-james-woolsey
14.  Your right to access on my property is strictly limited to the reading of the meters or in the event of a fire emergency. You are not granted permission to make any modifications to my stone and mortar structure without my express written consent.  Failure to obtain written consent constitutes vandalism and as such can and will be prosecuted.

15.  Threatening disconnection/termination of service outside of failure to pay the outstanding bill or power theft is coercion, intimidation, harassment is a direct and concerted violation of my civil/constitutional rights to enjoy my personal space/property.

16.  I refuse to allow any type of so called non-transmitting digital device upon my building.  The ONLY meter that may be placed upon my home is a replacement of the STANDARD ANALOG meter, nothing else.

I forbid, refuse and deny consent of any installation and use of any monitoring, eavesdropping, and surveillance devices on my property, my place of residence and my place of occupancy. That applies to and includes “Smart Meters” and surveillance and activity monitoring devices of any and all kinds. Any attempt to install any such device directed at me, other occupants, my property or residence will constitute trespass, stalking, wiretapping and unlawful surveillance and endangerment of health and safety, all prohibited and punishable by law through criminal and civil complaints. All persons, government agencies and private organizations responsible for installing or operating monitoring devices directed at or recording my activities, which I have not specifically authorized in writing, will be fully liable for any violations, intrusions, harm or negative consequences caused or made possible by those devices whether those negative consequences are justified by “law” or not.

This is legal notice. After this delivery the liabilities listed above may not be denied or avoided by parties named and implied in this notice. Civil Servant immunities and protections do not apply to the installation of smart meters due to the criminal violations they represent.

Notice to principal is notice to agent and notice to agent is notice to principal. All rights reserved.

//your signature//

address
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